Business to Business (“B2B”) Privacy Policy
Last updated 31 May 2024

Purpose of this Policy
Thank you for entrusting Move Fast, LLC, and our subsidiary Most Fast Limited (both collectively “most”, “we”, “us”, or “our”) with your personal information. Your privacy is important to us.
This B2B Privacy Policy describes how and why we might collect, store, use and/or share (“process”) your personal information when you engage with us in a Business to Business (“B2B”) relationship as a supplier, client or interested business party. This B2B Privacy Policy also describes your rights arising from the EU General Data Protection Regulation (GDPR) in relation to such processing.

Additional Policies
This Policy does not apply to 
- Engagement with us via the most website (“Site”) at www.most.io. Our separate Site Privacy Policy describes how we process your personal information collected via the Site and also outlines your rights arising from Data Protection Regulations with respect to such processing.
- Engagement with most in relation to employment opportunities at most. Our separate Global Candidate Privacy Policy describes how we collect certain personal information as part of the recruitment process (and if successful, your employment). 

Responsible Data Processor
Move Fast LLC and/or Most Fast Limited process your information depending upon which entity(ies) you engage or interact with.

[bookmark: _Hlk125739730]How to contact us 
If you have any questions about this Privacy Policy or want to exercise your rights set out in this Privacy Policy, please contact us by sending an email to: dataprivacy@most.io

What personal information do we process ?
Personal information you disclose to us
We may collect and process personal information relating to you as an individual when you conduct, or seek to conduct, business with either or both of Move Fast LLC or Most Fast Limited, including when you act as a representative of a supplier, client, consultant, professional advisor or other third party. (“Supplier, Customer or Business Partner Data”)
Examples of such Supplier, Customer or Business Partner Data include the following: 
· Contact details of a point of contact for a most Supplier, Customer or Business Partner (such as name, business phone number, business address, email address, photograph) including for the purposes of attending any most promotional or other event.
· Role related information about a most Supplier, Customer or Business Partner or their representatives, such as job title, responsibilities, department, work history, qualifications and experience.
· CCTV images/Building access control – we have and may continue to deploy CCTV and/or building access control procedures at most premises (which involve CCTV images of visitors and/or collecting personal information at entry such as name, organization represented and time of access). 
Personal information collected from other sources
In order to comply with various regulations or to conduct background checks in accordance with our internal requirements (where permissible and in accordance with applicable law), sometimes we may receive personal information relating to you as an individual when you act as a representative of a supplier, client, consultant, professional advisor or other third party seeking to do business with us.  Such third party sources may include credit check databases, potentially exposed persons database, government denied parties, sanctions and watchlists, your employer as well as online sources, databases and public registries, press and media information. 
Some of the information you provide or that we obtain from third party sources (where permitted by, and in accordance with, applicable law) in connection with conducting due diligence on you or your organisation may fall under the sub-category of “Sensitive Personal Information,” or a similar term, as defined by certain laws. This may include information such as any criminal convictions you have received or details of your political activities or religious aﬃliations (e.g., in the context of establishing whether you are a politically exposed person). We need this information for the purposes of conducting "know your counterparty" checks and to otherwise assess risk in accordance with applicable law in the context of engaging with you/your organisation as a prospective customer or supplier.
You may also provide us with information about a health condition to facilitate us making adjustments to ensure accessibility to premises and/or events.
We do not use Sensitive Personal Information for any purposes other than those outlined herein.



How do we use your personal information ?
We only process your personal information when we believe it is necessary and we have a valid legal reason (i.e. legal basis) to do so under applicable law, like with your consent, to comply with laws, to provide you with services to enter into or fulfil our contractual obligations, to protect your rights, or to fulfil our legitimate business interests.
· We may collect, process and store personal information to set up internal master data records such as name, address, telephone, e-mail address and other contact data, when providing you/your organisation with information that you have requested, or where we are initiating a business relationship with you.
· We may use internal master data records to contact you directly or via our agents by mail, telephone, fax, email, SMS, or other electronic messaging service with oﬀers of goods and services or information that may be of interest to you (including information about other organisations' goods and services). As required by applicable law, you may opt in/opt out of marketing at any time;
· When you use or order products and services within the scope of business contracts concluded with us, we may need to collect, process and store additional personal data which may include tax information, direct debit data, billing information and details of any third-party beneficiary. 
· We may collect, process and store your photograph, to supplement master data records, to facilitate your participation in events for which you have registered.
· We may deploy CCTV and or/building access control procedures at most premises for security and law enforcement purposes, to exercise, establish or defend our egal rights or to protect the vital interests of any person.
· We may collect, process and store your personal data for due diligence purposes, in accordance with applicable law, to assess ﬁnancial, reputational, credit or insurance risks arising from any relationship or prospective relationship with you/your organisation and/or to carry out any necessary anti-money laundering checks;
· [bookmark: shareinformation]We may collect, process and store your personal data to prevent fraudulent, prohibited, or illegal activities, and to enforce our Terms of Service; and
· We may collect, process and store your personal data to comply with legal requirements, or to exercise, establish or defend our legal rights or to protect the vital interests of any person.  


Who do we share your personal information with ?
most is a global technology firm and any information that we collect or that you provide to us may be shared and processed between both most legal entities.
most does not now, nor will it in future, sell, rent or lease any of our customer lists and/or other personal information to any third parties.
Personal data (such as your name, address, or contact information) which you voluntarily disclose to us, for example in connection with a request for additional information, will be stored by us and only processed for the purpose for which you have provided us with the data. 
We may also share personal information with the following categories of third parties as necessary:
· Third party processors to whom we outsource certain services such as, without limitation, document processing and translation services, confidential waste disposal, IT systems or software providers, IT Support service providers, document and information storage providers, so that we can carry out our business relationship with you.
· Regulators/tax authorities/government bodies where there is a legal or official obligation.
We may also need to share your personal information in the following situations : 
Business Transfers.  We may share or transfer your personal data in connection with, or during negotiations of, any merger, sale of company assets, financing, or acquisition of all or a portion of our business to another company.

Third party contractors and other data controllers
As mentioned above, we may appoint sub-contractor data processors as required to deliver the Services or to process your enquiry, such as, without limitation, document processing and translation services, confidential waste disposal, IT systems or software providers, IT Support service providers, document and information storage providers, who will process personal information on our behalf and at our direction. We conduct an appropriate level of due diligence and put in place contractual documentation in relation to any sub-contractor to ensure that they process personal information appropriately and according to our legal and regulatory obligations.

[bookmark: 10]Where do we transfer your information to ?
In order to respond to your enquiry fully, and as we are a global organisation, we may need to transfer, store or process your personal information for the purposes outlined in Section 6 above to locations outside the jurisdiction in which you provide it.
Your Personal Data may be collected, transferred to and stored by us in the United States, EEA, UK  and other countries where we and our third party service providers operate.  Accordingly, your Personal Data may be processed outside your country or jurisdiction, including in places that are not subject to an adequacy decision by the European Commission or your local legislature or regulator, and that may not provide for the same level of data protection. 
We ensure that the recipient of your Personal Data offers an adequate level of protection and security, for instance by entering into the appropriate back-to-back agreements and, if required, standard contractual clauses or an alternative mechanism for the transfer of data as approved by the European Commission (Art. 46 GDPR) or other applicable regulators or legislators. Where required by applicable law, we will only share, transfer or store your Personal Data outside of your jurisdiction with your prior consent. Further details can be provided upon request.

How long do we keep your personal information for ?
We will only keep your personal information for as long as it is necessary for the purposes set out in this Privacy Policy, unless a longer retention period is required or permitted by law (such as tax, accounting or other legal requirements). When we have no ongoing legitimate business need to process your personal information, we will either delete or anonymize such information, or, if this is not possible (for example, because your personal information has been stored in backup archives), then we will securely store your personal information and isolate it from any further processing until deletion is possible.

How do we keep your information safe ?
We have implemented appropriate and reasonable technical and organizational security measures designed to protect the security of any personal information we process. However, despite our safeguards and efforts to secure your information, no electronic transmission over the Internet or information storage technology can be guaranteed to be 100% secure, so we cannot promise or guarantee that hackers, cybercriminals, or other unauthorized third parties will not be able to defeat our security and improperly collect, access, steal, or modify your information.  Although we do our best to protect your personal information, transmission of personal information to and form our Services is at your own risk. You should only access the Services within a secure environment.

What are your privacy rights ?
In some regions you have certain rights under applicable data laws. These may include the right
(i) to request access and obtain a copy of your personal information; 
(ii) to request rectification or erasure; 
(iii) to restrict the processing of your personal information
(iv) if applicable, to data portability ; and 
(v) in certain circumstances, you also have the right to object to the processing of your personal information. 
You can make any such a request by contacting us at dataprivacy@most.io
We will consider and act upon any request in accordance with applicable data laws.
If you are located within certain jurisdictions including but not limited to California, EEA or Switzerland and you believe we are unlawfully processing your personal information, you also have the right to complain to your local data protection supervisory authority.
Withdrawing your consent: If we are relying on your consent to process your personal information, which may be express and/or implied depending on the applicable law, you have the right to withdraw your consent at any time. You can withdraw your consent at any time by contacting us at dataprivacy@most.io

Do we make updates to this Privacy Policy ?
We may update this privacy notice from time to time. The updated version will be indicated by an updated “Revised” date and the updated version will be effective as soon as it is accessible. We will provide noticed of material changes to this Privacy Policy through our Site at least 30 days prior to the change taking effect by posting a notice on our home page. We encourage you to review this privacy notice frequently to be informed of how we are protecting your information.


















