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MICHAEL O. RABIN (1987)
:I.-IITFI:I.D III, IFHE,’ d ::‘HE dicall {Ro13) Rabin invented the Rabin cryptosystem, the first asymmetric
DAl Hef m_an l_ntro et -|ca Lo cryptosystem whose security was proved equivalent to the
LRI AR L g g i T S intractability of integer factorization. His later work concerns

called “Diffie-Hellman key exchange”, which
went far toward solving one of the
fundamental problems of cryptography; key
distribution. Their work on public-key :
~ cryptography has made encryption
technologies accessible to
individuals and companies.

cryptographic problems for preventing piracy on the internet.
' His other important contributions include his concept
of non deterministic machines, the Rabin-Karp
String Search Algorithm, the Miller- Rabin
primality test, and probabilistic automata.

MANUEL BLUM (1995)

The notion of commitments, an
- important tool in cryptography, was
~ introduced through Blum’s protocol for
flipping a coin over the telephone. Some
of his other work includes the Blum
Blum Shub pseudorandom number
generator, the  Blum-Goldwasser
cryptosystem, and  more recently
CAPTCHAs.
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RONALD L. RIVEST, ADI SHAMIR, Secret Sharing ~ ANDREW CHI-CHIH YAO (2000) \
LEONARD M. ADLEMAN (2002) Schemes y/ .. . _
Rivest, Shamir, and Adleman invented the A PG L LT R RETI
- function evaluation through the famous

RSA algorithm, which was one of the first
practical public-key cryptosystems. While Rivest
invented symmetric key encryption algorithms o

such as RC2, Shamir made advances in differential - 4 e T
cryptanalysis and identity-based cryptography. e is also well known for his contributions to the theory of | &

Adleman was the first to successfully use DNA to computation, complexity-based theory of pseudorandom number ; } J

compute an algorithm, and is referred to as the generation, and computational entropy and its use for A
“Father of DNA computing” . characterization of encryption security. /

-~ ~ “Millionaire’s Problem” . His technique of garbled
~ circuits is fundamental in large-scale secure computation
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