Transparency report

The following data was processed during the period:

January 12025 til December 31 2025, inclusive.

. Data provied No data held
Requests received
(# of cases) (# of cases)
17 0 17

Session abides by privacy-by-design and human rights principles, designed to offer
protections to human rights defenders, journalists, whistleblowers and other at-risk
communities that require privacy.

The contents of messages are end-to-end encrypted and transmitted through a decentralized
onion-routed network, meaning the Session Technology Foundation does not have access to
message contents, user IP addresses, or other personal identification information of users.

As a contributor to the Session ecosystem, the Session Technology Foundation remains
committed to preventing misuse of the Session platform through the application of human
rights frameworks in our work.



